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Trinity Multi Academy Trust (TMAT) operate a two-tier system of risk management, one at a 
school level – Operational Risk Registers, and one also at a TMAT level – Strategic Risk 
Register.  
  
This document outlines the procedure for operating these tiers of risk management controls, 
including review, update, governance oversight and escalation.    

 
  
Each academy operates their own risk register, which is based upon a standard Monti Carlo 
model including a consistent scoring regime. These ORRs are reviewed in October and June 
each year by the Chief Operating Officer (COO) and Principal of the Academy. The risks are 
reviewed for relevance, accuracy, and progress.   
  
The progress or any changes are recorded in ‘Red’ text for the easy for review. Risks can be 
proposed for change, removed and new risks added. Risks that are seen to be mitigated are 
highlighted in full in ‘Purple’ and subsequently removed, this ensures the registers hold only 
current live risks that Governors need to be aware of, therefore don’t become too onerous 
and lacking in value.  
  
Any risks that are deemed to be a significant risk to the TMAT overall are then escalated, in 
discussion with the Chief Finance Officer (CFO) and where appropriate the Chief Executive 
Officer (CEO), to the Strategic Risk Register and then reviewed by the Board of Directors.  
  
ORR’s are reviewed by the Local Governing Body of each Academy in the next scheduled 
meeting. The purpose of this review is to ensure the LGB is sighted on the operational risks 
and have an opportunity to provide challenge or raise concerns. Any revisions or additions 
are then captured, and the ORR updated as appropriate.   

 
  
The SRR considers TMAT’s wider over-arching risks and those of the Central Services. This 
document is reviewed by the CFO and COO before being presented to the Audit Committee 
three times per year and to the Board of Directors six times per year.   
  
The update process follows the same protocol as the ORRs and any changes are 
highlighted in ‘Red’ for easy of review. Risks that are seen to be mitigated are highlighted in 
full in ‘Purple’ and subsequently removed, this ensures the registers hold only current live 
risks that Directors need to be aware of, therefore don’t become too onerous and lacking in 
value.  
  
Any significant risks that have been highlighted from the ORR review are added to the SRR 
and reviewed by both the Audit Committee and the Board of Directors in line with the 
schedule above.   
  
  
Note: all risks are reviewed paying due regard to the Trust’s risk appetite statement.  


